The model is applicable to all mHealth
solutions, as opposed to merely
medical devices

Stakeholders from multiple fields were
involved in the creation of the model

Stakeholders from multiple fields are
given roles within the model for
practical assessment of apps

The results of assessment are/will be
publically available and easily
accessible, i.e. clear and
understandable lay language

The model assess the credibility of the
developer as well as the app, given its
intended use and assigned risk level

The model adapts to the level of app
development, i.e. from developmental
to observational testing to apps
already on the market

The model addresses the concept of
potential app-integration within the
medical system

The model equally covers risks or
perspectives of patient as well as
medical personnel users

The model assesses an app’s
infrastructure, given its intended use
and risk, e.g. potential interoperability,
support services, user-guides

The model includes references to
information and security standards as
resources for evaluation teams

The model is applicable to more than
one country or regional medical
system

The model allows for use of novel
evaluation methods to expedite the
collection and reporting of results
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